
At Bringg, your security is our top priority
With this in mind, we encourage you to consider using Single Sign-On SSO) capabilities 
across your teams.  

How to Get Started

1. Choose an IdP If you already use an IdP like Okta, Google, Jumpcloud, or 
Microsoft Azure AD, youʼre ready to proceed. If not, explore these or similar 
providers.

2. Configure SSO in Bringg: Access your SSO configuration under Bringg 
settings and connect your IdP.  Learn more.

3. Enable SSO for Your Team: Once configured, your team can log in using 
your chosen IdP.

Bringg and Single Sign-On

Questions or Consultation? 
Feel free to reach out to our support team or your Bringg representative.

What is SSO?

SSO allows your team to log into Bringg as well as other applications with one set of 
credentials. These credentials are managed by your company's central authentication 
system, called an Identity Provider IdP. Services like Okta, Google Workspace, or 
Microsoft Azure AD act as IdPs, simplifying login processes and improving security.  

Why Use SSO?

● Stronger Security: SSO reduces risks by centralizing login management and 
eliminating multiple passwords.

● Simplified Experience: Access Bringg and other systems with one set of 
credentials, saving time and effort.

● Better Control: Easily manage user access, permissions, and account 
security.

● Easier Compliance: Audit access, track logins, and meet security standards 
more effectively.

https://help.bringg.com/docs/configure-sso-access-to-bringg

